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1. INDEPENDENT AUDITOR’S REPORT 

INDEPENDENT AUDITOR’S ISAE 3000 ASSURANCE REPORT 1. OCTOBER 2022 TO 30. SEPTEMBER 2023 
ON THE DESCRIPTION OF SAAS SOLUTIONS GDPR-PORTAL AND WHISTLEBLOWER SCHEME AND RELATED 

TECHNICAL AND ORGANISATIONAL MEASURES AND OTHER CONTROLS AND THEIR DESIGN AND OPERAT-

ING EFFECTIVENESS RELATING TO PROCESSING AND PROTECTION OF PERSONAL DATA IN ACCORDANCE 

WITH THE EU GENERAL DATA PROTECTION REGULATION AND THE DANISH ACT ON SUPPLEMENTARY 

PROVISIONS 
 

 
To:  The Management of GapSolutions A/S 
 GapSolutions A/S Customers 
 

Scope 

We have been engaged to report on GapSolution A/S’ (the Data Processor) description in section 3 of SaaS 
solutions GRC Portal and Whistleblower scheme and the related technical and organisational measures and 
other controls, relating to processing and protection of personal data in accordance with the Regulation of 
the European Parliament and of the Council on the protection of natural persons with regard to the pro-
cessing of personal data and on the free movement of such data (the EU General Data Protection Regula-
tion) and the Danish Act on Supplementary Provisions to the Regulation (Danish Data Protection Act), and 
on the design and operating effectiveness of the technical and organisational measures and other controls 
related to the control objectives stated in the description for the period 1. October 2022 to 30. September 
2023. 
 

The Data Processor’s Responsibilities 

The Data Processor is responsible for preparing the statement in section 2 and the accompanying descrip-
tion including the completeness, accuracy, and method of presenting the statement and the description. 
Furthermore, the Data Processor is responsible for providing the services covered by the description; stat-
ing the control objectives; and designing, implementing and effectively operating controls to achieve the 
stated control objectives. 
 

Auditor’s Independence and Quality Control 
We have complied with the requirements of independence and other ethical requirements of the Interna-
tional Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA 
Code), which are based on the fundamental principles of integrity, objectivity, professional competence, 
and due diligence, confidentiality, and professional conduct, as well as ethical requirements applicable in 
Denmark. 
 
BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 
which requires the firm to design, implement and operate a system of quality management including poli-
cies or procedures regarding compliance with ethical requirements, professional standards and applicable 
legal and regulatory requirements. 
 

Auditor’s Responsibilities 
Our responsibility is to express an opinion on the Data Processor’s description in section 3 and on the de-
sign and operating effectiveness of the controls related to the control objectives stated in the description, 
based on our procedures. 
 
We conducted our engagement in accordance with the International Standard on Assurance Engagements 
3000, “Reports Other Than Audits or Reviews of Historical Financial Information”. That standard requires 
that we plan and perform our procedures to obtain reasonable assurance about whether, in all material 
respects, the description is fairly presented, and the controls are appropriately designed.  
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An assurance engagement to report on the description, design and operating effectiveness of controls at a 
Data Processor involves performing procedures to obtain evidence about the disclosures in the Data Pro-
cessor’s description and about the design and operating effectiveness of the controls. The procedures se-
lected depend on the auditor’s judgment, including the assessment of the risks that the description is not 
fairly presented, and that controls are not appropriately designed or operating effectively. Our procedures 
included evaluating the operating effectiveness of those controls that we consider necessary to provide 
reasonable assurance that the control objectives stated in the description were achieved. An assurance 
engagement of this type also includes evaluating the overall presentation of the description, the appropri-
ateness of the objectives stated therein, and the suitability of the criteria specified by the Data Processor 
and described in section 2. 
 
We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 
opinion. 
  

Limitations of Controls at a Data Processor 

The Data Processor’s description is prepared to meet the common needs of a broad range of data control-
lers and may not, therefore, include every aspect of the use of SaaS solutions GRC Portal and Whistle-
blower scheme, that each individual Controller may consider important in their own environment. Also, 
because of their nature, controls at a Data Processor may not prevent or detect all breaches of the per-
sonal data security. Furthermore, the projection of any evaluation of the operating effectiveness of con-
trols to future periods is subject to the risk that controls at a data processor may become inadequate or 
fail.  
 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Data Processor’s statement in section 2. In our 
opinion, in all material respects: 
 

a. The description presents fairly SaaS solutions GRC Portal and Whistleblower scheme and the re-
lated technical and organisational measures and other controls, relating to processing and protec-
tion of personal data in accordance with the EU General Data Protection Regulation and the Dan-
ish Data Protection Act, as designed and implemented for the period 1. October 2022 to 30. Sep-
tember 2023. 
 

b. The technical and organisational measures and other controls, relating to the control objectives 
stated in the description were appropriately designed for the period 1. October 2022 to 30. Sep-
tember 2023  
 

c. The technical and organisational measures and other controls tested, which were those necessary 
to provide reasonable assurance that the control objectives stated in the Description were 
achieved, operated effectively throughout the period from 1. October 2022 to 30. September 
2023. 
 

Description of Test of Controls   

The specific controls tested, and the results of those tests are listed in section 4.  
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Intended Users and Purpose 

This report is intended solely for data controllers who have used SaaS solutions GRC Portal and Whistle-
blower scheme, and who have a sufficient understanding to consider it along with other information, in-
cluding information about the technical and organisational measures and other controls operated by the 
data controllers themselves when assessing whether the requirements of the EU General Data Protection 
Regulation and the Danish Data Protection Act have been complied with.  
 
 
Copenhagen, 24 November 2023  
 
BDO Statsautoriseret Revisionsaktieselskab 

 
 
 
Claus Bonde Hansen Mikkel Jon Larsen 
State Authorised Public Accountant Partner, chef for Risk Assurance, CISA, CRISC 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: I
G

ZC
B-

0N
SF

V-
AM

ED
E-

U
Q

73
T-

W
3K

S5
-B

U
6X

2



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 
 

ISAE 3000 ASSURANCE REPORT  GAPSOLUTION A/S 

2. GAPSOLUTION A/S’ STATEMENT 

 
GapSolution A/S processes personal data in relation to SaaS solutions GRC Portal and Whistleblower 
scheme and GapSolution A/S to our customers, who are Data Controllers according to the Regulation of 
the European Parliament and of the Council on the protection of natural persons with regard to the pro-
cessing of personal data and on the free movement of such data (the EU General Data Protection Regula-
tion) and the Danish Act on Supplementary Provisions (the Danish Data Protection Act). 
 
The description has been prepared for Data Controllers who have used SaaS solutions GRC Portal and Whis-
tleblower scheme, and who have a sufficient understanding to consider the description along with other 
information, including information about the technical and organisational measures and other controls op-
erated by the data controllers themselves in assessing whether the requirements of the EU General Data 
Protection Regulation and the Danish Data Protection Act have been complied with.  
 
Company Name uses sub-processors. These sub-processor’s relevant control objectives and related tech-
nical and organisational measures and other controls are not included in the accompanying description.  
  
GapSolution A/S confirms that the accompanying description in section 3 fairly presents SaaS solutions 
GRC Portal and Whistleblower scheme and the related technical and organisational measures and other 
controls 1. October 2022 to 30. September 2023. The criteria used in making this statement were that the 
accompanying description: 
  

1. Presents SaaS solutions GRC Portal and Whistleblower scheme, and how the related technical and 
organisational measures and other controls were designed and implemented, including:   

• The types of services provided, including the type of personal data processed. 

• The processes in both IT systems and business procedures applied to process personal data 
and, if necessary, correct and delete personal data as well as limiting the processing of per-
sonal data. 

• The procedures used to ensure that data processing has taken place in accordance with con-
tract, instructions, or agreement with the data controller.  

• The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality.  

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation.   

• The procedures supporting in the event of breach of personal data security that the data con-
troller may report this to the supervisory authority and inform the data subjects.  

• The procedures ensuring appropriate technical and organisational safeguards in the processing 
of personal data in consideration of the risks that are presented by personal data processing, 
such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or ac-
cess to personal data transmitted, stored, or otherwise processed.  

• The controls that we, with reference to the delimitation of SaaS solutions GRC Portal and 
Whistleblower scheme would have been designed and implemented by the data controllers, 
and which, if necessary to achieve the control objectives, are identified in the description. 

• The other aspects of the control environment, risk assessment process, information systems 
and communication, control activities and monitoring controls that are relevant to the pro-
cessing of personal data.   
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2. Includes relevant information on changes in SaaS solutions GRC Portal and Whistleblower scheme 
and the related technical and organisational measures and other controls throughout the period.  
 

3. Does not omit or distort information relevant to the scope of SaaS solutions GRC Portal and Whis-
tleblower scheme and the related technical and organisational measures and other controls de-
scribed while acknowledging that this description is prepared to meet the common needs of a 
broad range of data controllers and may not, therefore, include every aspect of SaaS solutions GRC 
Portal and Whistleblower scheme that the individual data controllers might consider important in 
their environment. 
 

GapSolution A/S confirms that the technical and organisational measures and other controls related to the 
control objectives stated in the accompanying description were suitable designed for the period 1 October 
2022 to 30 September 2023. The criteria we used in making this statement were that: 
 

1. The risks threatening achievement of the described control objectives were identified. 
 

2. The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved. 
 

3. The controls were applied consistently as designed, including manual controls were performed by 
persons with appropriate competencies and rights, in the entire period from 1. October 2022 to 30. 
September 2023. 
 

 
GapSolution A/S confirms that appropriate technical and organisational measures and other controls were 
implemented and maintained to comply with the agreements with data controllers, good practices for the 
data processing of data and relevant requirements for Data Processors in accordance with the EU General 
Data Protection Regulation and the Danish Data Protection Act.  
 
 
Horsens, 24 November 2023  
 
GapSolutions A/S 
 
 
Jacob Barlach 
Partner, IT & Marketing 
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3. GAPSOLUTION A/S’ DESCRIPTION OF THE SAAS SOLUTIONS GRC PORTAL AND WHIS-
TLEBLOWER SCHEME  

GAPSOLUTION A/S 

GapSolutions A/S is a Danish-owned company that develops and operates a range of online systems (SaaS 
solutions) for public institutions as well as various industries in the private market. 
 
GapSolutions A/S' approximately 30 employees are specialized in system development, server operation, 
support, and information security. They are organized into development, operations, support, finance, 
and administration. 
  
The management and selected employees in the legal group oversee GapSolutions A/S' data protection in 
relation to the processing carried out on behalf of its customers. This includes entering data processing 
agreements, responding to inquiries from the data controller, reporting breaches of personal data secu-
rity, compliance with internal policies and procedures, and similar activities. 

 

SAAS SOLUTIONS GRC PORTAL AND WHISTLEBLOWER SCHEME AND PROCESSING OF PERSONAL DATA 

 

GapSolutions A/S provides the GRC Portal and Whistleblower scheme as a Software-as-a-Service (SaaS) so-
lution in accordance with customer contracts. The GRC Portal and Whistleblower scheme are web-based 
cloud applications. 
 
The GRC Portal and Whistleblower scheme are developed in Denmark but hosted from a data center in 
Germany and Finland by the same sub-processor (Hetzner). 
 
GapSolutions A/S processes personal data on behalf of its customers, who are data controllers, when they 
use the GRC Portal to upload and create documentation for compliance with different legislations. GapSo-
lutions A/S also processes personal data on behalf of its customers, who are data controllers, when they 
use the Whistleblower scheme as part of establishing an internal Whistleblower scheme, which may arise 
from a legal obligation for the data controller under the Whistleblower Act § 9. 
 
The personal data processed falls under Article 6 of the data protection regulation concerning general per-
sonal data and includes, among other things, personal names, email addresses, phone numbers, and iden-
tification. Additionally, special, and sensitive personal data may be processed in connection with reports 
received as part of the Whistleblower scheme. In this context, the data controller determines the purpose 
and legal basis for processing the information. 

 

MANAGEMENT OF THE SECURITY OF PERSONAL DATA 

GapSolutions A/S has established requirements for the establishment, implementation, maintenance, and 
continuous improvement of a management system for personal data security to ensure compliance with 
agreements with data controllers, good data processing practices, and relevant requirements for data pro-
cessors in accordance with the data protection regulation and data protection act. 
 
The technical and organizational security measures and other controls for the protection of personal data 
are designed based on risk assessments and implemented to ensure confidentiality, integrity, and availa-
bility, as well as compliance with applicable data protection legislation. Security measures and controls 
are automated and technically supported by IT systems wherever possible. 
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The management of personal data security and the technical and organizational security measures and 
other controls are structured into the following main areas, for which control objectives and control activ-
ities are defined: 
 

THE DATA PROCESSING AGREEMENT CONTROL AREA ARTICLE 

Control area A 

Procedures and controls are complied with to en-
sure that instructions regarding the processing of 

personal data are complied with in accordance 
with the incoming data processor agreement. 

• Entering into a data processing agree-
ment with the Controller 

• Instruction for processing of personal 

data 
• Compliance with instruction for pro-

cessing of personal data 

• Communication of unlawful instruction 
to the controller  

• Art. 28 (3) 
• Art. 28 (3)(a) 
• Art. 29 

• Art. 32 (4) 
• Art. 28 (10) 
• Art. 28 (3)(h) 

Control area B 

Procedures and controls are followed, which en-

sure that the data processor has implemented 
technical measures to ensure relevant processing 
security. 

• Risk Assessment 
• Contingency plans in case of physical or 

technical incidents 
• Physical access control 
• Logical access control 

• Remote workplaces and remote access 
to systems and data 

• External communication connections 

• Encryption of personal data 
• Firewall 
• Network security 

• Anti-virus program 
• Back-up and re-establishment of data 
• Maintenance of system software 

• Logging in systems, databases, and net-
work, including logging of application of 
personal data. 

• Monitoring 
• Testing, assessment, and evaluation of 

the efficiency of the technical and or-

ganisational security measures 
• Information security in development and 

changes 

• Segregation of development, test, and 
production environments 

• Personal data in development and test 

environments 
• Support assignments 

• Art. 28 (3)(c) 
• Art. 25 

Control area C 

Procedures and controls are followed, which en-

sure that the data processor has implemented or-
ganizational measures to ensure relevant pro-
cessing security. 

• Information Security Policy 
• Review of the information security pol-

icy 
• Organization of information security pol-

icy 

• Recruitment of employees 
• Resignation of employees 
• Training and instruction of employees 

processing personal data. 
• Awareness and information campaigns 

for employees 

• Confidentiality and secrecy agreement 
with employees 

• Obligations of security of processing and 

impact assessments. 
• Audit and inspection 
• Records of processing activities 

• Storage of the record 
• The Danish Data Protection Agency's ac-

cess to the record 

• Selection of Data protection officer 

• Art. 28(1) 
• Art. 28 (3)(b) 

• Art. 28 (3)(f) 
• Art. 28 (3)(h) 
• Art. 30 (2), (3) and (4) 

• Art. 33 (2) and (5) 
• Art. 38 
• Art. 39  
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THE DATA PROCESSING AGREEMENT CONTROL AREA ARTICLE 

• The position of the Data protection of-
fice 

• Tasks of the Data protection officer 

Control area D 

Procedures and controls are followed, which en-
sure that personal data can be deleted or re-
turned if an agreement is entered into with the 

data controller. 

• Deletion of personal information 

• Return of personal information 

• Art. 28 (3)(g) 

Control area E 

Procedures and controls are followed, which en-
sure that the data processor only stores personal 

data in accordance with the agreement with the 
data controller. 

• Storage of personal data 
• Handling of input and output data mate-

rials 

• Art. 28 (3)(c) 

Control area F 

Procedures and controls are followed, which en-

sure that only approved sub-data processors are 
used, and that the data processor, by following 
up on their technical and organizational measures 

to protect the data subjects' rights and the pro-
cessing of personal data, ensures satisfactory pro-
cessing security. 

• Sub data processor agreement and in-
struction 

• Approval of sub data processors 
• Changes to approved sub data processors 
• Overview of approved sub data proces-

sors 
• Supervision of sub data processors 

 

• Art. 28 (2) and (4) 

Control area G 

Procedures and controls are followed to ensure 
that the data processor only transfers personal 
data to third countries or international organiza-

tions in accordance with the agreement with the 
data controller on the basis of a valid transfer ba-
sis. 

• The data subjects’ rights 
• Instructions from the data controller 
• Valid transfer basis 

 

• Art. 44 - 49 

Control area H 

Procedures and controls are followed, which en-
sure that the data processor can assist the data 
controller with the provision, correction, deletion 

or restriction of information on the processing of 
personal data to the data subject. 

• The data subject’s rights • Art. 28 (3)(e) 

 
 
 

 

Control area I 

Procedures and controls are followed to ensure 

that any security breaches can be managed in ac-
cordance with the data processor agreement en-
tered into. 

• Notification of personal data breaches 
• Assistance to the data controller in rela-

tion to personal data breaches 

• Art. 33 (2) 
• Art. 28 (3)(f) 

 

RISK ASSESSMENT 

Management is responsible for initiating all initiatives that counteract the threat landscape that GapSolu-
tions A/S faces at any given time, ensuring that established security measures and controls are appropri-
ate, and that the risk of breaches to personal data security is reduced to an acceptable level. 
 
An ongoing and at least annual assessment is conducted to determine the appropriate level of security. 
This assessment considers risks related to the accidental or unlawful destruction, loss, alteration, unau-
thorized disclosure, or access to personal data transmitted, stored, or otherwise processed. 
 
As a basis for updating technical and organizational security measures and other controls, an annual risk 
assessment is conducted. This risk assessment evaluates the likelihood and consequences of incidents that 
could threaten personal data security and the rights and freedoms of individuals, including accidental, in-
tentional, and unintentional incidents. The risk assessment considers the current technical level and im-
plementation costs. 
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TECHNICAL AND ORGANISATIONAL SECURITY MEASURES AND OTHER CONTROLS 

The technical and organisational security measures and other controls concern all processes and systems, 
which process personal data on behalf of the Controller. The control objectives and control activities 
stated in the control schedule are an integral part of the subsequent description. 

Data processing agreement 

GapSolutions A/S has implemented policies and procedures for entering into data processing agreements 
to ensure that GapSolutions A/S, in connection with the customer, enters into a data processing agree-
ment that specifies the conditions for processing personal data on behalf of the data controller. GapSolu-
tions A/S uses templates for data processing agreements in accordance with the services provided, includ-
ing information about the use of sub-processors. The data processing agreements become effective when 
the order confirmation with the associated and conditions of sale and delivery is signed by both parties. 
This is stored electronically. 

Instruction for processing of personal data 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S acts in accord-
ance with the instructions provided by the data controller in the data processing agreement. The instruc-
tion is maintained through procedures that instruct employees on how the processing of personal data 
should occur, including who can provide binding instructions to GapSolutions A/S at the data controller. 
The procedure also ensures that GapSolutions A/S informs the data controller when their instructions con-
flict with data protection legislation. 

Technical and organisational security measures 

Risk Assessment 
GapSolutions A/S has implemented technical and organizational security measures based on a risk assess-
ment related to confidentiality, integrity, and availability.  
 
Contingency Plans 
GapSolutions A/S has established contingency plans so that GapSolutions A/S can restore the availability of 
and access to personal data in the event of physical or technical incidents promptly. GapSolutions A/S has 
established a crisis response team that comes into play in these cases.  
 
Organization of the crisis response group has been established, and guidelines for activating the crisis re-
sponse are in place. GapSolutions A/S has developed detailed contingency plans and guidelines for system 
and data restoration, ensuring personal independence in connection with the activation of the emergency 
response and restoration. The plans are regularly evaluated and revised to ensure that they are up-to-date 
and effective in critical situations. 
 
Physical Security 
GapSolutions A/S has implemented procedures to ensure that premises are protected against unauthorized 
access. Only individuals with a work-related or other legitimate need have access to the premises, and 
special security measures have been introduced for areas where personal data is processed. Customers, 
suppliers, and other visitors are accompanied when visiting GapSolutions A/S offices. 
 
The physical security of GapSolutions A/S' servers is described in more detail in the data processing agree-
ment with Hetzner GMBH. The physical security of sub-processors that process data as part of GapSolu-
tions A/S' processing on behalf of the data controller is described in the data processing agreement with 
each sub-processor. 
 
 
Logical Access Security 
GapSolutions A/S has implemented procedures to ensure that access to systems and data is protected by 
an authorization system. Users are created with a unique user ID and password, and user identification is 
used when granting access to resources and systems. All permissions assignment in systems is based on a 
work-related need. An evaluation of user’s continued work-related need for access is conducted at least 
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once a year, including a review of the relevance and accuracy of assigned user permissions. Procedures 
and controls support the process of creating, changing, and terminating users and granting rights, as well 
as reviewing them. 
 
Multi-factor authentication is used when operating with critical systems. In cases where devices are stolen 
or otherwise compromised, the IT manager is immediately notified to close access. 
 
Remote Workstations and Remote Access to Systems and Data 
As GapSolutions A/S' employees often work "off-site”, the devices used are configured to focus on device-
centered security rather than using VPN. The hard drives of the employees' devices are encrypted as an 
example. 
 
External Communication Connections 
GapSolutions A/S has implemented procedures to ensure that external communication connections are se-
cured with strong encryption and that email and other communication containing sensitive personal data 
are encrypted during transmission using forced TLS. 
 
Firewall 
GapSolutions A/S has implemented procedures to ensure that traffic between the internet and the net-
work is controlled by a firewall. External access through firewall ports is minimized, and access rights are 
granted via specific ports to specific segments. Workstations use firewalls and anti-malware applications. 
 
Network Security 
GapSolutions A/S has implemented procedures to ensure that networks are divided into several virtual 
networks (VLANs), where traffic between the virtual networks is controlled by a firewall. Servers with 
built-in firewalls use them to ensure that only necessary services are accessed. 
 
Antivirus Program 
GapSolutions A/S has implemented procedures to ensure that devices with access to networks and applica-
tions are protected against viruses and malware. Antivirus programs and other protection systems are con-
tinuously updated and adapted in response to the current threat level.  
 
Data Backup and Data Restoration 
Data backups are outsourced to GapSolutions A/S' sub-processor Hetzner GMBH. Backup copies are stored 
in Germany and Finland by the same sub-processor. GapSolutions A/S has implemented procedures to en-
sure that residual tests are conducted annually. 
 
Maintenance of System Software 
GapSolutions A/S has implemented procedures to ensure that system software is updated regularly accord-
ing to the vendors' specifications and recommendations. Patch management procedures cover operating 
systems, critical services, and software installed on servers and workstations. 
 
Logging in Systems, Databases, and Networks 
GapSolutions A/S has implemented procedures to ensure that logging is configured in accordance with le-
gal requirements and business needs, based on a risk assessment of systems and the current threat level. 
The scope and quality of log data are sufficient to identify and detect any misuse of systems or data, and 
log data is regularly reviewed for usability and abnormal behavior. Log data is secured against loss and de-
letion. 
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Monitoring 
GapSolutions A/S has implemented procedures to ensure ongoing monitoring of systems and implemented 
technical security measures. 
 
Testing, Assessment, and Evaluation 
GapSolutions A/S has implemented procedures for regular testing, assessment, and evaluation of the ef-
fectiveness of technical and organizational security measures to ensure data processing security. 
 
Data Protection by Design and Default 

GapSolutions A/S has implemented policies and procedures for the development and maintenance of the 
GRC portal and Whistleblower scheme, ensuring a controlled change process. A Change Management sys-
tem is used to manage development and change tasks, and each task follows a consistent process that be-
gins with a risk assessment in accordance with data protection by design and default requirements. Proce-
dures for version control, logging, and backup are in place to facilitate reinstallation of previous versions. 
 
Data Processor's Assurances 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S can provide 
adequate assurances to implement appropriate technical and organizational security measures. GapSolu-
tions A/S provides an annual update to customers in accordance with the data processing agreement. The 
description must include the technical and organizational security measures that are in place to protect 
personal data. GapSolutions A/S must also regularly demonstrate compliance with the agreed security 
measures, including in connection with audits and inspections conducted by the data controller. 
 

Confidentiality and Legal Duty of Secrecy 

GapSolutions A/S has implemented policies and procedures to ensure confidentiality in the processing of 
personal data. All employees at GapSolutions A/S have committed to confidentiality by signing an employ-
ment contract that includes terms of silence and confidentiality. 
 
Assistance to the Data Controller Regarding Processing Security and Impact Assessment 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S can assist the 
data controller in ensuring compliance with the obligations in Article 32 regarding processing security and 
Article 35regarding impact assessments. 
 
Assistance to the Data Controller Regarding Audit and Inspection 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S can provide 
all necessary information to demonstrate compliance with the requirements of the data processor to the 
data controller. GapSolutions A/S also allows and contributes to audits, including inspections, conducted 
by the data controller or others authorized by the data controller. 
 
Register of Categories of Processing Activities 

GapSolutions A/S has implemented policies and procedures to ensure that a register of categories of pro-
cessing activities conducted on behalf of the data controller is maintained. The register is regularly up-
dated and checked during the annual review of policies and procedures, etc. The register is kept electron-
ically and can be made available to the supervisory authority upon request. 
 
Deletion of Personal Data 

GapSolutions A/S has implemented policies and procedures to ensure that personal data is deleted in ac-
cordance with the data controller's instructions when the processing of personal data ceases upon the ex-
piration of the contract with the data controller. 
 
Retention of Personal Data 

GapSolutions A/S has implemented procedures to ensure that the retention of personal data is only con-
ducted in accordance with the contract with the data controller and the list of locations in the associated 
data processing agreement. 
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Sub-processors 

GapSolutions A/S has implemented policies and procedures to ensure that sub-processors have been as-
signed the same data protection obligations as stated in the data processing agreement between the data 
controller and GapSolutions A/S, and that sub-processors can provide sufficient guarantees for the protec-
tion of personal data. Procedures ensure that the data controller gives prior specific or general written 
approval of sub-processors, including the management of changes to approved sub-processors. 
 
GapSolutions A/S assesses the sub-processor and their guarantees before entering into an agreement to 
ensure that the sub-processor can comply with the obligations imposed on GapSolutions A/S. GapSolutions 
A/S conducts annual oversight of its sub-processors, based on a risk assessment of the specific processing 
of personal data, including obtaining auditor statements of the ISAE 3000, SOC 2, ISO 27001 certification, 
or similar documentation. 
 
Assistance to the Data Controller Regarding Data Subject Rights 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S can assist the 
data controller in fulfilling their obligation to respond to requests to exercise the data subjects' rights. 
 
Notification of Personal Data Breaches 

GapSolutions A/S has implemented policies and procedures to ensure that personal data breaches are rec-
orded with detailed information about the incident and that the data controller is notified without undue 
delay once GapSolutions A/S becomes aware of a breach of personal data security. The information pro-
vided enables the data controller to assess whether the breach of personal data security should be re-
ported to the supervisory authority and whether the data subjects should be notified. 
 
Assistance to the Data Controller Regarding Personal Data Breach 

GapSolutions A/S has implemented policies and procedures to ensure that GapSolutions A/S can assist the 
data controller with Article 33 on the notification and communication of personal data breaches. 
 

CHANGES FROM 1 OCTOBER 2022 TO 30 SEPTEMBER 2023 

GapSolutions A/S has not made significant changes to the SaaS solutions GRC Portal and Whistleblower 
scheme and their associated technical and organizational security measures and other controls from Octo-
ber 1, 2022, to September 30, 2023. 
 

COMPLEMENTARY CONTROLS FOR DATA CONTROLLERS 

The data controller is responsible for implementing the following technical and organizational security 
measures and other controls to achieve the control objectives and thereby comply with data protection 
legislation: 
 

• The data controller is responsible for ensuring that administrators' use of the GRC Portal and Whis-
tleblower scheme, and the processing of personal data within the system, complies with data pro-
tection legislation. 

 
• The data controller manages user rights in the GRC Portal and Whistleblower scheme, including 

which individuals are granted administrator access and what rights individual administrators are 
assigned. 

 
• The data controller may not use the GRC Portal and Whistleblower scheme for the processing, in-

cluding storage, of sensitive personal data, and it is the data controller's responsibility to ensure 
that such personal data is not entered or uploaded into the GRC Portal and Whistleblower scheme. 
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4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND THE RESULT OF TESTS 

We conducted our engagement in accordance with ISAE 3000, Assurance Reports Other Than Audits or Re-
views of Historical Financial Information.  
 
BDO has inspected procedures to obtain evidence of the information in GapSolution A/S’ description of 
SaaS solutions GRC Portal and Whistleblower scheme, the design and operating effectiveness of the relat-
ing technical and organisational measures and other controls. The procedures selected depend on BDO’s 
assessment, including the assessment of the risks that the description is not fairly presented and that the 
controls are not appropriately designed or operating effectively.   
 
BDO’s test of the design and the operating effectiveness of the relating technical and organisational 
measures and other controls and their implementation has included the control objectives and related the 
control objectives and related control activities selected by GapSolution A/S, and which are described in 
the check form below.  
 
In the test form, BDO has described the tests carried out which were assessed necessary to obtain reason-
able assurance that the stated control objectives were achieved, and that related controls were appropri-
ately designed and operated effectively for the period 1. October 2022 to 30 September 2023.  
 

Test procedures 

Test of the design of the relating technical and organisational measures and other controls and their im-
plementation was performed by inquiries, inspection, observation and re-performance. 
 

Type Description 

Inquiry Inquiries of relevant personnel have been performed for all significant control activities. 
 
The purpose of the inquiries was to obtain knowledge and further information about imple-

mented policies and procedures, including how the control activities are performed, and to 
obtain confirmed evidence of policies, procedures and controls. 

Inspection Documents and reports, which include information about the performance of the control, 
have been read for the purpose of assessing the design and monitoring of the specific con-

trols, i.e., whether the design of the controls is such that they are expected to be effective if 
implemented, and whether the controls are sufficiently monitored and checked at suitable 
intervals. 

 
Tests have been performed of significant system structures of technical platforms, databases 
and network equipment to ensure that controls have been implemented, including for exam-

ple assessment of logging, back-up, patch management, authorisations and access controls, 
data transmission, and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 
the control has been implemented. 

Re-performance Controls have been re-performed to obtain additional evidence that the controls operate as 

assumed. 

 

With respect to the services provided by Hetzner GMBH within hosting, we have from independent auditor 
received the received safety report and valid ISO 27001 certification for the sub data providers’ technical 
and organisational security measures and other controls for the period October 1, 2022, To September 30, 
2023.  
 
With respect to the services provided by Flowmailer B.V within the mail service, we have from independ-
ent auditor received valid ISO 27001 certification for the sub data providers’ technical and organisational 
security measures and other controls.  
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With respect to the services provided by Timbet within scanning of the WB portal, we have received the 
data processor's GDPR supervision of the sub processor’s technical and organisational security measures 
and other controls. 
 
These sub-processor’s relevant control objectives and related controls of the sub-processor are not in-
cluded in GapSolutions A/S´ description of SaaS solutions GDPR-Portal and Whistleblower scheme and rele-
vant controls related to operation of SaaS solutions GDPR-Portal and Whistleblower scheme. Thus, we 
have solely assessed the reports and tested the controls at GapSolutions A/S, which ensures appropriate 
supervision of the sub-processor’s compliance with the data processing agreement made between the sub-
processor and the data processor and compliance with the General Data Protection Regulation and the 
Danish Data Protection Act. 
 

Result of test 

The result of the test made of technical and organisational measures and other controls has resulted in 
the following exceptions noted. 
 
An exception exists when: 

• Technical and organisational measures and other controls have not been designed or implemented 
to fulfil a control objective, and 

• Technical and organisational measures and other controls related to a control objective are not 
suitably designed and implemented or did not operate effectively throughout the period. 
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Control area A 

Control Objective 

 Procedures and controls are followed to ensure that instructions regarding the processing of personal data are complied with in accordance with the data processing agreement entered into. 

Control activities Test performed by BDO Result of test 

Entering into a data processing agreement with the Control-

ler 

 

 The Data Processor has procedures for entering into 
written data processing agreements which are in ac-
cordance with the services provided by the Data Pro-

cessor. 

 The Data Processor applies a data processing agree-
ment template for entering into data processor agree-

ments. 

 When entering a written data processing agreement 
based on the data controllers’ template, the data 

processor uses a checklist to ensure that it can com-

ply with the data processing agreement. 

 Data processing agreements are signed and stored 

electronically. 

 Data processing agreements contain information 

about the use of sub processors. 

 
 
 

We have made inquiries with the appropriate personnel at the 
data processor. 
 

We have inspected the data processor's privacy policy and ob-
served that the data processor has implemented procedures for 
entering into data processing agreements to ensure that the 

data processor enters into a data processing agreement specify-
ing the terms for processing personal data on behalf of the data 
controller. 

 
We have inspected the data processor's data processing tem-
plates regarding the GDPR portal and Whistleblower scheme. 

We have inspected both templates and observed that they are 
based on the Data Inspection Authority's template and contain 
information regarding the use of sub-processors. 

 
On a sample basis we have inspected data processing agree-
ments for the GDPR portal and observed that the data pro-

cessing agreements are signed, electronically stored, and con-
tain information about the use of sub-processors. 
 

On a sample basis we have inspected data processing agree-
ments for the Whistleblower scheme and observed that the 
data processing agreements are signed, electronically stored, 

and contain information about the use of sub-processors. 
 

 
 
 

No exceptions noted.  

Instruction for processing of personal data 

 

 Data processing agreement contains instructions from 

data controller(s). 

 The Data Processor obtains instruction for processing 

personal data from the Controller, in connection with 

entering into a data processor agreement. 

 
 

We have made inquiries with the appropriate personnel at the 
data processor. 
 

We have inspected the data processor's privacy policy and ob-
served that the data processor has implemented procedures for 

 
 

No exceptions noted.  
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Control area A 

Control Objective 

 Procedures and controls are followed to ensure that instructions regarding the processing of personal data are complied with in accordance with the data processing agreement entered into. 

Control activities Test performed by BDO Result of test 

entering into data processing agreements that ensure that pro-
cessing of personal data only occurs when there is an instruc-
tion. 

 
On a sample basis we have inspected an executed data pro-
cessing agreement for the GDPR portal and observed that the 

data processing agreement includes an instruction from the 
data controller. 
 

On a sample basis we have inspected data processing agree-
ments for the Whistleblower scheme and observed that the 
data processing agreements include an instruction from the 

data controller. 
 

Compliance with instruction for processing of personal data 

 

 The data processor only carries out the processing of 
personal data that appears in instructions from the 

data controller. 

 The data processor carries out self-monitoring of 
compliance with instructions in concluded data pro-

cessing agreements. 

  

 
 

We have made inquiries with the appropriate personnel at the 
data processor. 
 

We have inspected the data processor's privacy policy and ob-
served that the data processor has implemented procedures for 
entering into data processing agreements that ensure that pro-

cessing of personal data only occurs when there is an instruc-
tion. 
 

On a sample basis we have inspected an executed data pro-
cessing agreement for the GDPR portal and observed that the 
data processing agreement includes an instruction from the 

data controller. 
 
On a sample basis we have inspected data processing agree-

ments for the Whistleblower scheme and observed that the 
data processing agreements include an instruction from the 
data controller. 

 
 
 

 
 

No exceptions noted. 
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Control area A 

Control Objective 

 Procedures and controls are followed to ensure that instructions regarding the processing of personal data are complied with in accordance with the data processing agreement entered into. 

Control activities Test performed by BDO Result of test 

Communication of unlawful instruction to the Controller 

 

 The Data Processor has prepared a procedure for 

communication to the Controller when the Control-
ler's instruction is in contravention of the data protec-

tion legislation. 

 The Data Processor communicates immediately to the 
Controller, if the Controller’s instruction is in contra-
vention of the data protection legislation. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
On a sample basis we have inspected data processing agree-

ments and observed that the data processor is obligated to in-
form the data controller if an instruction, in the data proces-
sor's opinion, is in violation of the Data Protection Regulation or 

data protection provisions in other EU law or national law of 
member states. 
 

We have been informed that there have been no incidents re-
lated to illegal instructions at the conclusion of the audit. 
Therefore, we have not evaluated the procedure for implemen-

tation and effectiveness in the declaration period.  
 

 
 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Risk Assessment 

 

 The data processor has carried out a risk assessment 

and, based on this, implemented the technical secu-
rity measures that have been assessed as relevant to 
achieve adequate security, including establishing the 

security measures agreed with the data controller. 

 The risk assessment is carried out continuously and at 

least once a year. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected the data processor's risk assessment and ob-

served that the data processor has assessed a range of risks re-
lated to the offered solutions. 
 

We have observed that the data processor has mitigated risks 
through technical measures in relation to identified risks, thus 
reducing the risks to an acceptable level. 

 
On a sample basis we have inspected that the data processor 
has implemented the technical measures for risk minimization. 

We have observed that there is a control in place for the annual 
review of the risk assessment. We have observed that risk as-
sessment has been updated during the declaration period. 

 

 
 
No exceptions noted.  

Contingency plans in case of physical or technical incidents 

 

 The Data Processor has established a contingency 

plan, which ensures quick response time to restore 
the accessibility of and access to personal data in a 
timely manner, in case of a physical or technical inci-

dent. 

 The Data Processor has established periodic testing of 
the contingency plan with a view to ensure that the 

contingency plans are up-to-date and efficient in crit-

ical situations. 

 Tests of the contingency plans are documented and 

evaluated. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected the data processor's contingency plan, which 

is designed to ensure that the data processor can promptly re-
store the availability and access to personal data in the event 
of physical or technical incidents. 

 
We have observed that there is a control in place for conduct-
ing semi-annual testing of the contingency plan. 

 
On a sample basis we have inspected the most recent test of 
the contingency plan. 

 
 
 

 
 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Physical access control 

 

 The data processor has introduced procedures that 

ensure that premises are protected against unauthor-
ized access. Only persons with a work-related or 
other legitimate need have access to the premises 

and special security measures have been introduced 

for areas where personal data is processed. 

 Physical access security has been established so that 

only authorized persons can gain physical access to 

premises where personal information is processed. 

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected that the data processor has a procedure for 

visitors to the office and observed that visitors must be accom-
panied. 
 

We have observed that locks are installed on all exterior doors 
of the data processor's office building, and visitors are accom-
panied. 

 
We have been informed that the data processor has outsourced 
the operation of servers and databases where personal data is 

stored and processed to the hosting provider Hetzner GMBH. 
 
We have inspected data processing agreement between the 

data processor and the hosting provider and observed that an 
agreement for the operation of servers and databases has been 
made. 

 
We have inspected the ISO 27001 certification of Hetzner 
GMBH. 

 
We have inspected the security report regarding the technical 
and organizational measures of Hetzner GMBH. 

 

 
 
No exceptions noted.  

Logical access control 

 

 Access to personal data is isolated to users with a 

work-related need for this. 

 A business procedure has been introduced for granting 

and terminating user access to personal information. 

 A periodic review of users and their associated rights 

is conducted. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have been informed that when new employees start, the 

management of the data processor assigns permissions to the 
employees based on job-related needs. 
 

 
 
No exceptions noted. 
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

 Multi-factor authentication is used. 

 

 

We have inspected a list of employees with access to personal 
data in relevant systems and have confirmed that all users have 
job-related needs for access and permissions. 

 
We have observed that there is a semi-annual control in place 
to review users and their associated permissions. 

 
We have inspected documentation for the most recent user re-
view. 

 
On a sample basis we have inspected that access to systems 
where personal data is processed is protected with multi-factor 

authentication. 
 

Remote workplaces and remote access to systems and data 

 

 The hard disk on employee computers is encrypted. 

 

 

 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's information security 
policy and observed that it requires the hard drives on employ-
ees' devices to be encrypted. 

 
On a sample basis we have inspected that employees' hard 
drives are encrypted. 

 

 
 

No exceptions noted.  

External communication connections 

 

 The data processor has introduced that external com-

munication connections are secured with strong en-
cryption, and e-mail and other communications con-
taining sensitive personal data are encrypted in the 

shipment. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
In the data processor's information security policy, we have in-

spected the requirement for email encryption via TLS encryp-
tion. 
 

We have inspected documentation regarding the use of TLS 1.2 
encryption. 

 
 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

 
We have inspected documentation for encryption during trans-
mission over the internet and observed that SSL encryption is in 

place. 
 

Firewall 

 

 External access to systems and databases that are 
used for processing personal data takes place through 

a secured firewall. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected that external access to systems and data-
bases used for the processing of personal data is achieved 
through secure firewalls. 

 
On a sample basis we have inspected that firewalls are enabled 
laptops. 

 
We have inspected the executed data processing agreement be-
tween the data processor and the hosting provider and observed 

that an agreement has been made for the operation of servers, 
including the operation and configuration of firewalls. 
 

We have inspected Hetzner GMBH's ISO 27001 certification. 
 
We have inspected the security report regarding Hetzner 

GMBH's technical and organizational measures. 
 

 
 

No exceptions noted.  

Network security 

 

 Internal networks are segmented, where traffic be-
tween the individual virtual networks is controlled by 

the firewall. 

 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected that internal networks are segmented, and 
the traffic between the individual virtual networks is controlled 
through firewalls. 

 

 
 

No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Anti-virus program 

 

 Anti-virus software is installed on all servers and 

workstations. 

 Anti-virus software is updated on an ongoing basis and 

updated with the latest version. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
On a sample basis we have inspected that antivirus software is 

installed on laptops and observed that the virus signature was 
adequately updated. 
 

We have inspected data processing agreement between the 
data processor and the hosting provider and observed that an 
agreement has been made for the operation of servers, includ-

ing protection against viruses. 
 
We have inspected Hetzner GMBH's ISO 27001 certification. 

 
We have inspected the security report on Hetzner GMBH's tech-
nical and organizational measures. 

 

 
 
No exceptions noted.  

Back-up and re-establishment of data 

 

 Back-up of systems and data is performed daily. 

 Operation and storage of back-ups are outsourced to 

sub data processor. 

 Restore test is performed once a year. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have been informed that the operation and storage of back-

ups are outsourced to Hetzner GMBH. 
 
We have inspected that Hetzner GMBH conducts daily backups. 

 
We have inspected Hetzner GMBH's ISO 27001 certification. 
 

We have inspected the security report on Hetzner GMBH's tech-
nical and organizational measures. 
 

We have inspected that the data processor has established con-
trols for annual restore tests. 
 

 
 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

We have inspected the data processor's most recent performed 
restore test. 
 

Maintenance of system software 

 

 The Data Processor keeps and overview of operating 
system software/ third party programmes on work-

stations and servers which is updated continuously. 

 Operating system software on servers and work-

stations is constantly updated. 

 The data processor has implemented a system soft-
ware update process to ensure system availability and 

security.  

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected the data processor's information security 
policy and observed that it is the responsibility of the employ-

ees to maintain system software on mobile devices. 
 
On a sample basis we have inspected that system software is 

updated on laptops. 
 
We have inspected data processing agreement between the 

data processor and Hetzner GMBH and observed that Hetzner 
GMBH is obligated to update and patch servers and databases. 
 

 

 
No exceptions noted.  

Logging in systems, databases, and network, including logging 

of application of personal data. 

 

 Logging has been established in systems, databases 

and networks of the following matters: 

o Activities carried out by the user in the 

data trader's systems. 

o Change in system rights for users. 

 Log information is protected against manipulation and 

technical errors and is reviewed as needed. 

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected documentation to ensure that all activities 

within the data processor's system are logged. 
 
We have inspected documentation to ensure that changes in 

system permissions are logged. 
 
We have been informed that the data processor's employees do 

not have the ability to deactivate logging. 
 
We have been informed that the log is reviewed as needed or 

upon request from customers. 
 

 

 
 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Monitoring 

 

 The Data Processor has established a monitor system 

for monitoring of production environments, including 

uptime, performance, and capacity. 

 The Data Processor is notified of identified alerts and 

follows up on these. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have been informed that the data processor uses Sentry for 

system monitoring. 
 
We have inspected that alerts from Sentry are sent directly to 

relevant employees at GapSolution by email. 
 

 
 
No exceptions noted.  

Testing, assessment, and evaluation of the efficiency of the 

technical and organisational security measures 

 

 The Data Processor tests, assesses, and evaluates the 
efficiency of whether the technical and organisational 

security measures are appropriate in relation to the 

data handled on behalf of the Controller. 

 
 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected that controls are in place for testing, as-
sessing, and evaluating the effectiveness of technical and or-

ganizational security measures. 
 
We have inspected that the data processor's management has 

approved and reviewed the ISMS (Information Security Manage-
ment System) and initiated action plans and projects to achieve 
an adequate level. 

 
 

 
 

 
No exceptions noted.  

Development and maintenance of systems  

 

 The data processor has procedures for system devel-
opment, testing and deployment, that comply with 
"Privacy by design" and "Privacy by default" principles. 

 Risk assessment of system changes to ensure data 
protection through design, cf. Article 25, subsection 
1. 

 Every system change is tested before commissioning. 
 All system changes are recorded in a change log. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's procedure for system 
development, testing, and deployment and observed that prin-
ciples for "Privacy by design" and "Privacy by default" is stated.  

 

 
 

No exceptions noted 
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

 Version control of system changes makes it possible to 
revert changes in case of errors or the like. 

  

We have inspected that system changes are assessed for risk 
during task creation. 
 

We have inspected that all system changes are recorded and 
tested. 
 
We have inspected that version control of system changes al-
lows for the rollback of changes in case of errors or similar is-
sues. 

  

Segregation of development, test, and production environ-

ments 

 

 Segregation of duties between development, test and 

operation has been introduced. 

 
 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected that there is functional separation between 
system development, testing, and production environments. 
 

 
 
 

No exceptions noted.  

Personal data in development and test environments 

 

 Fictional test data or anonymised data are used in de-

velopment and test environments. 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have been informed that the data processor uses a program 
that generates fake data for development purposes. 

 
We have inspected that the system is used to generate fake 
data. 

 
We have inspected that customer data is not used in the test 
and development environment. 

 
 
 

 

 

 
No exceptions noted.  
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Control area B 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented technical measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Support assignments 

 

 Supporters access and handling of personal data is 

given based on support tickets and the supports work 

related need. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected a list of employees with access to support in 

relevant systems. Upon enquiry, we have been informed that 
that all users listed have job-related needs for the access. 
 

We have inspected documentation for the most recent user re-
view. 
 

 
 
No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

Information Security Policy 

 

 The Data Processor has prepared and implemented an 

information security policy. 

 The information security policy is communicated to 

all employees. 

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected that the data processor has a management-

approved information security policy. 
 
We have inspected that all employees have sign-off on that 

they have read the information security policy. 
 

 
 
No exceptions noted.  

Review of the information security policy 

 

 The Data Processor’s information security policy is re-
viewed and updated at least once annually.  

 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected that there is a control in place for the an-
nual review and approval of the information security policy. 
 

We have inspected that the information security policy has 
been reviewed and approved during the declaration period. 
 

 
 

No exceptions noted.  

Organisation of information security policy 

 

 The Data Processor has defined and established or-

ganization of personal data security. 

 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected that the data processor has described and 
established the organization of personal data security within 

the company. 
 

 

 
No exceptions noted.  

Recruitment of employees 

 

 The Data Processor performs screening of potential 

employees before employment. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

 
 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

 The Data Processor performs background check in ac-
cordance with the Data Processors procedure and the 

function, which the candidate is to take.  

We have inspected the data processor's on-boarding procedure 
for new employees. We have observed that references should 
be obtained if it is deemed necessary by the management or 

the HR department, as well as criminal records checks. 
 
On a sample basis we have inspected that the hiring procedure 

is followed when hiring new staff. 
 

Resignation of employees 

 

 The Data Processor has prepared and implemented a 
procedure for resignation of employees the end of the 

employment. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's off-boarding procedure. 
 
On a sample basis we have inspected that the access rights of 

departed employees have been removed from the data proces-
sor's systems in accordance with the off-boarding procedure. 
 

 
 

No exceptions noted.  

Training and instruction of employees processing personal 

data. 

 

 The Data Processor conducts awareness training of 

new employees in accordance with data protection 
and information security, in continuation of the em-

ployment. 

 The Data Processor conduct’s introduction courses for 
new employees, regarding how data controllers are to 

process data.  

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected that employees have a template for training 

and education in GDPR and the Portal. 
 
On a sample basis we have inspected that new employees have 

completed training in GDPR and the Portal. 
 

 

 
 
No exceptions noted.  

Awareness and information campaigns for employees 

 

 The Data Processor conducts awareness training in 

data protection and information security. 

 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

 
 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

We have inspected that controls are in place for ongoing train-
ing of employees' knowledge of information security and data 
protection. 

 
We have inspected that ongoing awareness training is con-
ducted for employees' knowledge of the latest developments in 

GDPR compliance. 
 
We have been informed that a part of the data processor's 

awareness program includes that everyone must read the latest 
information security policy and underlying procedures. 
 

We have inspected that all employees have read the infor-
mation security policy and underlying procedures. 
 

Confidentiality and secrecy agreement with employees 

 

 All employees are subjected statutory duty of confi-
dentiality under the provisions of the Danish Criminal 

Code. 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected the data processor's employment contract 
template and observed that the employment contract template 

includes requirements for confidentiality during and after em-
ployment. 
 

On a sample basis we have inspected that the employment con-
tract template is used. 
 

 

 
No exceptions noted.  

Obligations of security of processing and impact assessments. 

 

 The data processor has procedures for assistance to 
the data controller on breaches of personal data secu-

rity and impact analysis. 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected that the data processor has a procedure for 
assisting the data controller in the event of a personal data se-

curity breach and conducting a risk assessment. 
 

 

 
No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

We have been informed that there have been no such incidents 
during the reporting period. Therefore, we have not tested the 
procedure for implementation and effectiveness in the declara-

tion period. 
 

Audit and inspection 

 

 The data processor has procedures for assistance to 
the data controller in relation to audit and inspec-

tion. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected that the data processor has a procedure for 
assisting the data controller in relation to audits and inspec-
tions. 

 
On a sample basis we have inspected that the data processor 
has aided the data controller in relation to audits and inspec-

tions. 

 
 

No exceptions noted.  

Records of processing activities 

 

 The Data Processor has established a record of pro-

cessing activities as Data Processor. 

 The record is updated with significant changes contin-

uously. 

 The record is updated at least once a year during the 

annual review. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected that the data processor has established a 

register of processing activities as a data processor. 
 
We have inspected that controls are in place for updating the 

register at least once a year. 
 
We have inspected that the register has been updated during 

the declaration period. 
 

 
 
No exceptions noted.  

Storage of the record 

 

 The record is stored electronically on the Data Pro-

cessor’s system/file drive. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

 
 

No exceptions noted.  
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Control area C 

Control Objective 

 Procedures and controls are followed to ensure that the data processor has implemented organisational measures to ensure relevant processing security.  

Control activities Test performed by BDO Result of test 

We have inspected that the data processor electronically stores 
the register in the GDPR portal. 
 

The Danish Data Protection Agency's access to the record 

 

 The Data Processor hands over the record at the re-

quest of the Danish Data Protection Agency. 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have been informed that the data processor provides the 
register upon request from the Data Protection Authority. 

 
We have been informed that there are no previous examples of 
requests from the Data Protection Authority, which is why we 

have not been able to verify the control. 
 

 

 
No exceptions noted.  

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: I
G

ZC
B-

0N
SF

V-
AM

ED
E-

U
Q

73
T-

W
3K

S5
-B

U
6X

2



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 COPENHAGEN V | CVR-NO. 20 22 26 70 Page 33 of 41 

 

ISAE 3000 ASSURANCE REPORT  MSS PROFESSIONAL   

Control area D 

Control Objective 

 To ensure that the Data Processor can delete and return personal data when the service regarding the processing has terminated, in accordance with instruction from the Controller. 

Control activities Test performed by BDO Result of test 

Deletion of personal data 

 

 The Data Processor deletes the Controller's personal 

data per instruction, at termination of the main 

agreement. 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected the data processor's data processing tem-

plate and observed that upon termination of services related to 
the processing of personal data, the data processor is obligated 
to delete all personal data that has been processed on behalf of 

the data controller. 
 
We have inspected the data processor's data deletion procedure 

and observed that those responsible for systems containing per-
sonal data are responsible for ensuring that data that is no 
longer necessary for the purpose of processing is deleted and in 

compliance with other legislation. We have observed that the 
procedure has been updated within the last year. 
 

On a sample basis we have inspected that data from terminated 
clients has been deleted after the termination of the coopera-
tion. 

 

 
 
No exceptions noted.  
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Control area E 

Control Objective 

 Procedures and controls are followed, which ensure that the data processor only stores personal data in accordance with the agreement with the data controller. 

Control activities Test performed by BDO Result of test 

Storage of personal data 

 

 There are written procedures which contain require-

ments that the storage of personal data be only con-
ducted in accordance with the contract with the data 
controller and the list of locations in the associated 

data processing agreement. 
 An assessment is made on an ongoing basis – and at 

least once a year – as to whether the procedures need 

to be updated. 

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected the data processor's standard data pro-

cessing agreements. 
 
We have inspected the data processor's data retention proce-

dure and observed that data may only be retained in accord-
ance with the purposes specified in the concluded data pro-
cessing agreements. We have observed that the procedure has 

been updated within the last year. 

 
 
No exceptions noted.  

Location of storage of personal data 

 

 The data processor's data processing, including stor-

age, must only take place in the locations, countries, 

or territories approved by the data controller. 

 

 
 
We have made inquiries with appropriate personnel at the data 

processor. 
 
We have inspected the data processor's standard data pro-

cessing agreements and observed that the data controller must 
be notified before any changes in the location of personal data 
storage. We have observed that the data controller must ap-

prove any changes in the use of sub-processors. 
 
We have been informed that there have been no changes in the 

locations for the storage of the data controller's personal data. 
 

 
 
No exceptions noted.  
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Control area F 

Control Objective 

 Procedures and controls are followed to ensure that only approved sub-processors are used, and that the data processor, by following up on their technical and organisational measures to 

protect the data subjects' rights and the processing of personal data, ensures satisfactory processing security. 

Control activities Test performed by BDO Result of test 

Sub data processor agreement and instruction 

 

 There are written procedures which contain require-
ments for the data processor when using sub-data 
processors, including requirements for sub-data pro-

cessor agreements and instructions. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's standard data pro-
cessing agreements and observed that the data processor must 
impose on sub-processors the same data protection obligations 

as the data processor itself. The data processor must also enter 
into data processing agreements with related instructions. 
 

We have observed that the data processor uses three sub-pro-
cessors for the processing of personal data. 
 

We have inspected the concluded sub-processor agreements 
and observed that the data processor has imposed on the sub-
processors the same data protection obligations as those to 

which the data processor is subject. 
 

 
 

No exceptions noted.  

Approval of sub data processors 

 

 The Data Processor only use approved sub processors. 

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's standard data pro-
cessing agreements and observed that the data controller spe-
cifically approves the use of sub-processors. 

 
On a sample basis we have inspected data processing agree-
ments for the GDPR portal and the Whistleblower scheme and 

observed that the data processing agreements contain infor-
mation about the use of sub-processors. 
 

 
 

 
 

No exceptions noted.  
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Control area F 

Control Objective 

 Procedures and controls are followed to ensure that only approved sub-processors are used, and that the data processor, by following up on their technical and organisational measures to 

protect the data subjects' rights and the processing of personal data, ensures satisfactory processing security. 

Control activities Test performed by BDO Result of test 

Changes to approved sub data processors 

 

 In the event of changes in the use of generally ap-
proved sub-processors, the data controller is notified 
in a timely manner in relation to being able to object 

and/or withdraw personal data from the processor.  

 
 

We have made inquiries with appropriate personnel at the data 
processor. 
 

We have inspected the data processor's standard data pro-
cessing agreements and observed that the data controller must 
approve any changes in the use of sub-processors. 

 
We have been informed upon inquiry that there have been no 
changes in the use of sub-processors during the declaration pe-

riod. Therefore, we have not tested the procedure for imple-
mentation and effectiveness in the declaration period. 
 

 
 

No exceptions noted.  

Overview of approved sub data processors 

 

 The Data Processor has an overview of approved sub 
processors. Overview of approved sub processors con-

tains among other things information about contact 
person, location for processing and type of processing 
and category of personal data, which the sub proces-

sor undertakes. 

 

 
We have made inquiries with appropriate personnel at the data 
processor. 

 
We have inspected the data processor's standard data pro-
cessing agreements. We have observed that both agreements 

include a list of approved sub-processors with their names, ad-
dresses, and a description of the processing. 
 

 

 
No exceptions noted.  

Supervision of sub processors 

 

 The data processor supervises its sub-data processors 
by, among other things, obtaining auditor statements 

of the type ISAE 3000, SOC 2 and ISO 27001 certifica-
tion or similar documentation based on a risk assess-

ment of the data processor construction. 

 

 
We have made inquiries with relevant personnel at the data 
processor. 

 
We have inspected that there is an annual control for monitor-
ing sub-processors. 

 
We have inspected that the data processor has supervised its 
sub processors, which include the following sub processors: 

 

 

 
No exceptions noted.  
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Control area F 

Control Objective 

 Procedures and controls are followed to ensure that only approved sub-processors are used, and that the data processor, by following up on their technical and organisational measures to 

protect the data subjects' rights and the processing of personal data, ensures satisfactory processing security. 

Control activities Test performed by BDO Result of test 

➢ Hetzner GMBH's ISO 27001:2013 certification, valid 
from September 27, 2022, to September 26, 2025. In 

addition, we have inspected a security report on the 
setup and control of technical and organizational se-
curity measures at Hetzner GMBH. 

 
➢ Flowmailer B.V’s ISO 27001:2013 certification, valid 

from December 9, 2020, to March 13, 2024. Based on 

a risk assessment, no additional actions have been 
taken in relation to Flowmailer B.V. 

 

➢ Physical inspection of Timbed. Based on a risk assess-
ment, the physical inspection is accepted, and no ad-
ditional actions have been taken in relation to Tim-

bed. 
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Control area H 

Control Objective 

 Procedures and controls are followed, which ensure that the data processor can assist the data controller with the provision, correction, deletion, or restrictions of information on the pro-

cessing of personal data to the data subject. 

Control activities Test performed by BDO Result of test 

The data subjects’ rights 
 

 The Data Processor has prepared a procedure for as-
sistance to the Controller at fulfilling the data sub-

jects’ rights. 

 It is possible to provide insight into all information 

registered in (system/service). 

 
 

We have queried relevant personnel at the data processor. 
 
We have inspected the data processor's procedures related to 

the rights of data subjects and observed that the data processor 
has established procedures that enable timely assistance to the 
data controller in relation to providing access, rectification, 

erasure, or restriction of and information about the processing 
of personal data to the data subject. We have observed that 
the procedure was updated within the last year. 

 
We have been informed that there have been no such incidents 
during the reporting period. Consequently, we have not tested 

the implementation and effectiveness of the procedure in the 
declaration period. 
 

 

 
 

No exceptions noted.  
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Control area I 

Control Objective 

 Procedures and controls are followed to ensure that any security breaches can be managed in accordance with the relevant data processor agreement. 

Control activities Test performed by BDO Result of test 

Communication of personal data breach 

 

 The Data Processor communicates to the Controller 

the personal data breach without undue delay. 

 The Data Processor updates the Controller on all in-
formation relevant and necessary when the infor-

mation is available to the Data Processor. 

 Communication between Data Processor and Control-

ler is documented and stored. 

 
 
We have queried relevant personnel at the data processor. 

 
We have inspected the data processor's standard data pro-
cessing agreements and observed that the data processor 

promptly notifies, and if possible, within 48 hours, the data 
controller upon becoming aware of a personal data breach. 
 

We have inspected the data processor's procedures for notifying 
the data controllers in case of personal data breaches and ob-
served that the data controller must be notified as soon as pos-

sible and within 48 hours. We have observed that the procedure 
was updated within the last year. 
 

We have been informed that the data processor has not experi-
enced any personal data breaches related to the GDPR portal or 
the Whistleblower scheme. Therefore, we have not tested the 

implementation and effectiveness of the procedure in the dec-
larations period. 
 

 
 
No exceptions noted.  

Identification of personal data breaches 

 

 The Data Processor performs surveillance for detect-

ing breaches of the personal data security. 

 The Data Processor has prepared a procedure for as-

sessing and identifying personal data breaches. 

 

 
We have queried relevant personnel at the data processor. 
 

We have inspected the data processor's controls for ongoing 
awareness training of employees in Information Security and 
GDPR. 

 
We have inspected that there is continuous awareness training 
for employees on GDPR compliance. 

 
We have been informed that part of the data processor's aware-
ness program includes the requirement for all employees to 

 

 
No exceptions noted.  
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Control area I 

Control Objective 

 Procedures and controls are followed to ensure that any security breaches can be managed in accordance with the relevant data processor agreement. 

Control activities Test performed by BDO Result of test 

read the latest information security policy and underlying pro-
cedures, including the procedure for identifying personal data 
breaches. 

 
We have inspected that all employees have read the infor-
mation security policy and underlying procedure. 

 

Registration of personal data breaches 

 

 The Data Processor registers personal data breaches 

in the data breach log. 

 The Data Processor has prepared and implemented a 
procedure for experience gathering when personal 

data is breached. 

 
 
We have queried relevant personnel at the data processor. 

 
We have inspected the data processor's procedure for personal 
data breaches and observed that breaches must be recorded in 

the data breach log in accordance with the data processor's pro-
cedure. 
 

We have been informed that the data processor has not experi-
enced any breaches of personal data related to the GDPR portal 
or the Whistleblower system. Therefore, we have not tested 

the procedure for implementation and effectiveness in the dec-
larations period. 
 

 
 
No exceptions noted.  

Assisting the data controller with handling personal data 

breaches 

 

 Procedures for assistance to the Controller when as-

sisting in relation to articles 33-34 and 36 have been 

prepared. 

 

 
 
We have queried relevant personnel at the data processor. 

 
We have inspected the data processor's standard data pro-
cessing agreements and observed that the data processor is re-

quired to assist the data controller in their reporting to the 
Data Protection Authority. 
 

We have inspected the data processor's procedures for providing 
assistance to the data controller in their reporting to the Data 
Protection Authority. 

 

 

 
 
No exceptions noted.  
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Control area I 

Control Objective 

 Procedures and controls are followed to ensure that any security breaches can be managed in accordance with the relevant data processor agreement. 

Control activities Test performed by BDO Result of test 

We have been informed that there have been no incidents re-
lated to assisting the data controller in their reporting to the 
Data Protection Authority. Therefore, we have not tested the 

procedure for implementation and effectiveness in the declara-
tion period. 
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            Declaration ISAE 3000 GDPR FSR  Type 2 
            IGZCB-0NSFV-AMEDE-UQ73T-W3KS5-BU6X2
            SHA-256
            34d60c75586bdae39ea593fa878f1f692adda872f224427454435984b0ffa989
            
                                    
                                                                            CTO
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
         a4j8h1KULSdd6PqKBFs87EO2MUX+oXY4rIDWiG/lKrs=   1lfH0ExoCUlKZuEyFdvwCAzPuZ855h7oi47iXMD22GA= 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 AQAB  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     2023-11-24T09:36:12.368Z     Csjy7GZWaB8BsfMhzSqlE9RGCnlbTKpykZCT2heBZag=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 786979366397799411089850421786430025206592800080     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



            
                
            
            Declaration ISAE 3000 GDPR FSR  Type 2 
            IGZCB-0NSFV-AMEDE-UQ73T-W3KS5-BU6X2
            SHA-256
            34d60c75586bdae39ea593fa878f1f692adda872f224427454435984b0ffa989
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      
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